
 
Payment Card Security and Confidentiality Agreement 

 
Radford University’s Payment Card Policy (FA-PO-1214) seeks to ensure compliance with the Payment Card Industry 
Data Security Standards (PCI-DSS) through the implementation of appropriate internal controls for the secure 
handling and protection of cardholder data (CHD). The policy establishes the requirements departments must follow 
in the processing of payment card transactions to reduce risks inherently associated with the handling of payment 
card transactions. 
 
All persons involved in accepting, processing, or reconciling payment card transactions on behalf of the University 
must complete annual training provided or coordinated by the Controller’s Office on the secure handling of payment 
cards and payment card transactions.  Additionally, all persons who have access to cardholder data on behalf of the 
University must protect that information in compliance with established policies and procedures, including the PCI-
DSS, and must complete and sign this security and confidentiality agreement before performing any payment-card 
related responsibilities. 
 

 This pledge of conduct verifies that I understand my role in safeguarding confidential information and that 
I agree to adhere to the associated standards, policies, procedures

 


